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SFH v15.5 User Guide  - User Management System 
 
 
INTRODUCTION 
 
Welcome to the SFH v15.5 User Management System. This guide will help you manage 
users, roles, and access permissions efficiently within your organization.  
 
This new system will allow you to set micro-rights to an on-screen level. These rights allow 
full access, read only, or if unchecked deny access.   
 
On first launch after the upgrade roles will be created that match your existing scheme so 
no changes are made until you are ready to make them.   
  



 

2 | P a g e  
 

 
ROLES 
 
User Roles  
User roles define access permissions within the system. Instead of assigning individual 
permissions, administrators can assign roles to users to streamline access control.  
 
Default User Roles  
SFH provides predefined roles to facilitate an easy transition from older access control 
method, formerly known as “Administrative Functions”. These include:  
 

- Administrator  
- Job Detailer  
- Estimator  
- Project  
- Salesperson  
- Accounting  
- Warehouse  
 

Click on any Role Description to view the preassigned default rights. 
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Custom User Roles  
 
Administrators can create user-defined roles tailored to specific organizational needs.  
 
 
Viewing User Roles  
 

1. Click File > User Management. 
2. Select User Roles from the top menu. 

 

 
 
3. Check Show Default Roles to view the system-defined roles. 
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Adding a New User Role  
 
1. Open the User Roles screen.  
2. Click Add.  
3. Enter a Role Description.  
4. Select the access rights from the Rights section.  
5. Expand the plus sign to see more options and screens including the right levels.  
6. Click Save (or Cancel to discard changes).  

  
 
Duplicating an Existing User Role  
 
1. Open the User Roles screen.  
2. Select an existing role.  
3. Click Duplicate.  
4. Enter a name for the new role (it will inherit the selected role’s permissions).  
5. Click Save.  
 
Deleting a User Role  
 
1. Open the User Roles screen.  
2. Select the role to be deleted.  
3. Click Delete.  
4. Confirm the deletion in the pop-up message.  
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Exporting User Roles  
 
1. Open the User Roles screen.  
2. Click Export and choose a location to save the file.  
 
 
SYSTEM USERS 
 
System users manage interactions between users and the system, ensuring secure and 
controlled access.  
 
 
Viewing User Information  
1. Click File > User Management.  
2. Select a user from the grid.  
3. Click View to display user details.  
 
 
Adding a New User  
1. Open the User Management screen.  
2. Click Add.  
3. Enter the username and full name.  
4. Set a password and confirm it.  
5. Assign a User Role and Dashboard Role.  
6. Click Save (or Cancel to discard changes).  
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Deleting a User  
 
1. Open the User Management screen.  
2. Select the user to be deleted.  
3. Click Delete.  
4. Confirm the deletion in the pop-up message.  
 
 
Exporting Users  
 
1. Open the User Management screen.  
2. Click Export and choose a location to save the file.  
 
 
 
 
USER LOGS 
 
User logs help track login activity, security events, and system interactions.  
 
 
Accessing User Logs  
 
1. Click File > User Management.  
2. Select Logs from the top menu.  
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Filtering Logs  
 
1. In the Logs screen, select a filter option.  
2. Enter search terms.  
3. Click Search.  
4. Adjust the date range if needed.  
5. Click Refresh to reset the data.  

 

 
 
 
 
 

 
 
 
 
 
 
 
 

 


